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Instructions to the candidates: ~
1) Answer Q.Lor Q:270.3 or 0.4, Q.5 or Q.6, Q.7 or Q.8. O
2) Neatdiagrams must be drawn wherever necessary. O
3) Figures to the'right indicate full marks.
4) Use of Galculator is allowed. % ¢
5) Assume suitable data if necessary. é
01) a) CExplain in brief computer forensiCysé Qrite the applications of
digital forensics in military. [8]
b) What is the significance of data very and backup? Explain various
data recovery solutions. ’6 [9]
o :
02) a) What are the various &s\\ oriented digital forensic techniques? [8]
b) How does compu nsics help in law enforcement? [9]
03) a) Discusst] @ ous legal dspects of collecting and storing digital eviderice.[9]
b) W% fferent'computer evidence processing steps? [9]
OR
04) at is chain custody? How we can control the cotitamination of digital

05) a)
b)

23

evidence? [9]

What are various methods of collecting digital evidenge ?Enlist the various
digital collection steps. [9]

Explain different approaches for validating forensic data. [9]

Explain the approaches for seizing digital eyidence at the crime scene.[8]

OR
PTO.



06) a) Explain the process of identifying digj.@evidence in computer forensics.[9]
b) Explain Network forensics and or(é}/of volatility for computer system.[8]
N

é}

Q7) a) State the features of any ﬁ@lomputer forensic software tools. [9]
b)  Write short not '}' @/ [9]

1)  Task pef@negb 'bydigital forensic tool
1) Too \'enq@?l/forensics

1ii) iq@or email forensic investigation @
> O

LG ey 2C)
08) a) S th;{/&:tures of any five computer forensic hardwareteo0ls. [9]

\ .
b) Writeghort notes on [9]

1) Q;kole of client and server in email c@ '
% &
Y9 yI¢ S

O@/ Investigating Email crimes a
i) NIST standards for forensi
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